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Introduction 
The prevalence of domestic abuse worldwide has long been described as a pandemic (Fawcett Society, 2018), but COVID-19 lockdown saw an international surge with the United Nations Secretary General Antionio Guterrest urging all governments to put women’s safety first when they respond to the pandemic. Simultaneously, there has been unprecedented dependence on technology at a time when mobile phone ownership surpassed the six billion mark (Statista, 2020). The part technology plays in the abuse of others, especially within domestic abuse and coercive control, is gaining increasing attention (Douglas et al., 2019; Dragiewicz et al., 2018; Harris & Woodlock, 2019; Woodlock et al., 2019). However, understanding is still relatively limited regarding how mobile phones enable what we have termed ‘agile technological surveillance’ (Havard & Lefevre, 2020). By this, we mean how the mobile phone’s diverse capabilities and portability can enable an abuser to track and monitor their partner in various ways ‘on the go’ and irrespective of physical proximity, facilitating a new kind of intimate invasion and control. This process requires further theorising if professionals are to understand its impact on survivors and be able to assess risk effectively.   

This chapter seeks to address this gap in the literature through considering the experiences of twelve women in the United Kingdom whose mobile phones had been co-opted by their male partners during their coercive control and domestic abuse. Their stories were gathered during a qualitative doctoral study by the first author. We draw on Foucault’s concept of docile bodies and use of Bentham’s Panopticon as lenses to understand the insidious effect of the surveillance and how it caused the women to think, feel and behave differently. 

The nature of coercive control
Coercive control may be defined as one person’s use of various tactics to compel their partner to act according to their will (Cook & Goodman, 2006; Velonis, 2016).  Within domestic abuse, male perpetrators have been described as controlling the minute aspects of their female partner’s life through a process of micro-regulation (Stark, 2007). This includes strategies such as isolation, restricting freedom, name-calling, and diminishing self-esteem (Pence & Paymar, 1993; Stark, 2007). Surveillance is a central feature of coercive control; enabling perpetrators to monitor whether or not their partner is behaving in the ways they require (Dutton & Goodman, 2005; Stark, 2007). The process may be subtle and implicit, particularly early in the process, but these behaviours are deliberate, pose a credible threat, and cause women to feel undermined, frightened and entrapped (Hamberger et al., 2017; Stark, 2007).  

Over time, women’s resistance to coercive control within chronic abuse is worn down.  In order to mediate the emotional impact of the perpetrator’s behaviour and – importantly – manage the very real risks they face, many women internalize the controls placed upon them. There is often a change in their behaviour as they succumb to an “alien will [emphasis added]” (Stark, 2007, p. 42) and behave in ways they believe will please (or at least don’t anger) the perpetrator.   They learn to anticipate his requirements and adapt to his norms before they are even articulated (Williamson, 2010). This can create the impression, both within the relationship and to the outside world, that her adapted behaviours are volitional; thus, it masks both the pattern and impact of coercive control within abusive relationships (Stark, 2007). 

Mobile phones and domestic abuse
Small, light, and designed to fit into pockets, mobile phones can be taken almost anywhere and can lead to people feeling a high degree of social presence, even when they are not in physical proximity with others (Choi, 2016). Surveillance of individuals and groups was once confined to the state and large organisations via systems such as CCTV, but digital technologies now allow peer-on-peer or lateral surveillance by the general public through smart phones (Hatuka & Toch, 2017; Ngcongo, 2016).  The impact of this “electronic intrusion” (Harris & Woodlock, 2019, p. 542) tends to be cumulative and can reach the point where feeling free is difficult and a sense of entrapment may ensue even within ordinary social life (Hall, 2017).  

In recent years, research has emerged uncovering the prevalence and significance of technology-enhanced harm in the domestic abuse and coercive control of women (see, for example, Dragiewicz et al., 2018; Douglas et al., 2019; Harris & Woodlock, 2019; Woodlock 2013; Woodlock et al., 2019).  These studies tend to include a broad range of technologies (such as cameras, internet-connected devices, computers, and social media platforms), but what is notable is how frequently participants refer to the role mobile phones have played in their abuse. Harassment and intimidation through texting is reported most commonly but participants additionally described abusers monitoring, controlling, and destroying phones, and adding location-based tracking apps without their consent (Douglas et al., 2019;  Dragiewicz et al., 2018; Woodlock, 2013;Woodlock et al., 2019). Many of these studies were survey-based and there has been a need for a more qualitative analysis of women’s experiences in these situations (see). The research discussed in this chapter sought to address that gap.

We have discussed elsewhere (Havard & Lefevre, 2020) the range of ways in which perpetrators had found to manipulate their mobile phones to exert coercive control; in this chapter, we focus in more depth on the impact on survivors of the specific ‘techniques of agile technological surveillance’ which we identified in our earlier paper  as being a subset of the recently coined terms of ‘technology-facilitated coercive control (Douglas et al., 2019 Dragiewicz 2018 ) and ‘digital coercive control’ (Woodlock et al., 2019). The latter terms are used by those authors to reflect how devices and software from a wider range of technologies are used to escalate and amplify abuse within the context of abusive intimate relationships.  Our focus has been on how the smartphone’s size and portability, internet access, and diverse capabilities enabled this surveillance to be affordable, on the move, surreptitious where needed, and, signal permitting, to occur without reference to physical proximity.  

The research study
Semi-structured narrative interviews were conducted by the first author with 12 women in refuges in the United Kingdom. Participants had come forward following information sheets being distributed at the refuge which explained that the research was for women who had experienced their mobile phones being deployed within their domestic abuse by a male partner.  The interviews were audio-recorded and transcribed. Grounded theory (Charmaz, 2014) was used as a framework for analysis and data were organised using the NVivo program (version 11). Ethical approval was provided by the University of Sussex and standard ethical principles were followed regarding informed consent, anonymity, conditional confidentiality, safety, right to withdrawal and data protection compliance. A full account of the methodology is provided in Havard (2019). Pseudonyms were assigned to study participants.

The women’s experiences
Surveillance
All of the study participants described how mobile phones, particularly smartphones, had played a continual role in their experience of coercive control and domestic abuse, and attributed this to the phone’s ubiquity, accessibility, and range of capabilities, “he was controlling me by phone. Everything was by phone…the only reason I have accepted this interview is because I know if you get this message out there it will help a lot of women (Joanna).”
It’s easier, it’s more convenient; it’s smaller, its faster, and I can do it wherever; I could be on a train, I could be walking.  You can’t see people walking with a laptop, but you see them walking with their phones (Caprice)
Several tools were used by perpetrators to check up on the participants; where they were, what they were doing, and who they were with:
If I’m on a bus, he’ll ask me, ‘are you on a bus?’. ‘Yes I’m on a bus’. ‘I don’t believe you’. I’m like, ‘I’m on the bus’. ‘Ok, for me to believe you I need to hear the bus’. (pause) You know, when the bus tells you you’re at this location or that location? He wants to hear that... video call to see that you are really with friends, or with your girlfriends or you’re really at home. When I say I’m home he doesn’t believe me. He’ll video call me or ‘pass me Mum, let me talk to Mum’. Or if Mum isn’t there, ‘let me talk to your brother’. You see? (Joanna)
This control was cumulative, becoming stressful to the participants and adversely affecting their everyday lives. The pressure the women felt to respond to their partners, coupled with the mobile phone’s accessibility, meant that perpetrators could ‘keep tabs’ on the women wherever they were and whatever they were doing.  Some perpetrators were blatant about their monitoring.  Others were more covert, and participants only discovered what was happening on being interrogated for inadvertently ‘breaking the rules’:
He would check through everything from my Facebook to my text messages to my WhatsApp messages; everything.  Even though I never saw him doing it the things he would say after, ‘Who called you at twelve on an unknown number?’ (Caprice)

And I never expected that he would check my phone. He went on Google and saw the history of Google. Can you believe that? The history of what I’m searching in Google. I was shocked when he told me … He wanted to know everything I’m doing (Donna)

Another common form of surveillance was GPS tracking:  
He would be able to see where I was and if I turned my location off, he’d be like, ‘why are you turning your location off? Where have you been, who’ve you been with?’ Stress … He could watch where I was going, what I was doing (Suzie) 

This threat of tracking and the perpetrator’s ability to monitor gave him a sense of omnipotence that left many of the women feeling there was no escape.  Being discovered seemed inevitable, as they believed they could be seen at any time, all the time, even when this was not possible: 
Everywhere I go I would look behind me to see if he’s there or if I’m with my friends and we were doing something silly, you know going out for a drink or anything. I became paranoid because he was checking my ev-ry move (Joanna) 

Entrapment through permanent visibility
The constant pressure to be available, coupled with the perpetrators’ omnipresence, left the women in this study feeling trapped and unable to get away from the oppression they faced, “And whenever I was with him, I feel pressure that if anyone call me and that's why I change my number. I don’t give any of my friends my number” (Matilda).

It was extremely difficult for the participants to overcome this sense of the perpetrator’s omnipotence once they had fled the relationships; indeed, most ex-partners had persisted to track them in an attempt to maintain contact and oppress women.  Blocking their ex-partner’s number or changing mobile phones were common practices for the women in this study but their ex-partners still managed to track them through pretence or manipulating family and friends:
He got that restraining order, so he ask his son to send me a request via Facebook, a friend request. I know his son … I know that he would never do something like that on his own, he must be advised by his dad to do this (Donna)

At one stage I blocked him from texting so what he did was texted me on my landline, so you had this lady with the voice talking … ‘You are a bitch. I’m going to kill you’. But obviously it’s like a machine talking but reading what he’d texted, which was very freaky (Caprice)

Donna’s husband used the iPad he gave his daughter to find the emergency accommodation provided to them by the police.  During the interview for this research, some two years after the event, Donna was still operating strategies to prevent further tracking: 
I put tissue [covering the lens of the camera]. I don’t know but, in my mind, I think maybe he can see over the (.). I know, it is a sickness, but I put it and I glue it so he can’t see [laughs] …I will not take that iPad with me [when she leaves the refuge].… I will put it in separate pieces and put each piece in a different place [laughs]. I know I’m crazy
Mobile phones provided opportunities for intensive and constant surveillance. This coupled with the perpetrators’ ability to circumvent survivors’ efforts (to prevent contact) left the women feeling permanently visible.  Their emotional sense of freedom when out of the abusive partner’s immediate physical presence was curtailed:
Happiness comes with freedom. If I am locked up in a cell, am I going to be happy? No.  That’s how it feels, it feels like you’re (.) you’re locked up. You feel there’s no freedom even when you’re out.  You feel like you are locked up somewhere, you don’t have freedom, someone is controlling you (Joanna)

Training/Learning how to behave
Believing that they were being watched all the time, participants in this study changed their behaviour, usually becoming more obedient and conforming to their partner’s expectations and demands.  Suzie, a once gregarious, outgoing individual, “just started not talking to people, I started withdrawing from everything … I just know what he wanted me to do, where he wanted me to go, people that he wanted me to spend time with”.

The women described how such demands were repeated over time and gradually increased in terms of their restrictions and expectations. The effects were cumulative, as the participants were conditioned into predicting and conforming to their partners’ demands.  In the early part of Joanna’s relationship, mobile phones enabled regular phone calls, sending love songs and affectionate texts and her partner’s access to her mobile phone became an integral part of their relationship. However, subtly and with time, her partner became increasingly concerned that Joanna was having a relationship with someone else.  Joanna naively offered her mobile phone to her partner as a loving gesture to reassure him of her loyalty, “I was ‘no! I can show you’. ‘Prove to me then’. ‘I don’t have any [lovers]’ and I would just show him: ‘look at my message, look at this I don’t have anyone’, just to prove to him”. But before she knew it, Joanna was routinely expected to share the information contained on her mobile phone.  Any reluctance to do so, not because she had anything to hide but because it was her private information, was viewed suspiciously and often resulted in physical assaults.  It seems that Joanna’s partner’s motivation to look at her phone was not to seek reassurance; rather she was being trained to automatically provide the information. As she explained, “And then gradually it became so regular that, oh, like oh, you know, like ‘I’ll show him’, and ‘I’ll show I’m {swooping gesture on palm of hand}’ and then, boom {claps her hands}, it came into a routine”.  

Docile bodies and the efficient machine/normalisation and acceptance of the rules 
Joanna’s abusive partner’s right (or otherwise) to routinely check her mobile phone was overlooked as her ‘infidelity’ became the focus: the power held by the perpetrator became invisible, while the object of the power, namely the survivor and her behaviour, took centre stage.  As Joanna’s situation intensified, she became less and less able to ‘win’.  She explained how she became conditioned so that just the ring of her mobile phone made her afraid, “When my phone rang my heart just jumped out of my heart, because I knew this was going to be a problem. You see?”. As a single woman, Matilda would speak with her friends for several hours every day. After the marriage she gradually learned not to call her friends, even when her husband was not around. Matilda learned to comply with his demands and became conditioned into hanging up the phone merely at the sight of her husband: 
At the end…I had anxiety problem and especially my friends or anyone call me and suddenly, he comes and sometimes I just off the phone without telling them bye … in the end, I was just all the time, put phone in my room, in my drawer. I can’t receive the phone, I can’t call anyone so there is no point.  
Eventually, Matilda’s behaviour became so adjusted that she efficiently and effectively predicted her husband’s wants, behaved accordingly and adopted what Stark (2007, p. 42) has termed an “alien will”.  

Suzie found her partner’s constant GPS tracking a particularly oppressive form of abuse.  Because of this, she stopped going out and speaking to people, preferring instead to stay at home alone, just to avoid arguments: “tracking me all the time. Wherever I went (.) and in the end, like I said, I never went anywhere, I was just housebound unless he said I could go out”.   
But this, too, became a source of criticism by her partner, “And then he was like, ‘why aren’t you going out?’ ‘Because I don’t want to. Because if I go out, you just start accusing me of being with somebody’”. It is notable that Suzie stated that the decision to isolate herself at home was hers, given it was a response to manage unreasonable and controlling demands.

Francesca would often be late home due to problems with traffic.  Her uncharacteristic decision to video a traffic jam and send it to her partner demonstrates how she, too, had been trained to comply: 
[Reporting her partner’s words] ‘When you come back? Oh yeah again traffic, again you stuck traffic because you come 9 o’clock’. Sometimes I stuck in traffic and film everything and photo everything when I am stuck in traffic because he does not trust me.  
By volunteering this video, Francesca began reporting into the abuser even when this was not requested.  This further enabled him to shift the blame and deny responsibility for her actions. 

The training of the women into compliance
We would suggest that the surveillance opportunities afforded by mobile phones enable perpetrators to erect a framework of coercive control similar to that of Bentham’s Panopticon (Foucault 1991).  Here a guard tower is placed in the centre of a prison, all prisoners are visible to the guard, but the prisoners can only see the tower itself. Not knowing if or when they were being watched, a constant, yet unpredictable threat of surveillance is created which causes prisoners to monitor themselves. The risk of being caught and punished for transgressing the rules is sufficient for them to regulate their own behaviour until eventually no locks or bars are needed. Foucault (1991) developed Bentham’s analogy arguing that, through training in the form of highly regulated repetitive and graduated tasks (such as instructing when and for how long the activity was undertaken), adherence to the rules was ensured.  

The perpetrators were able to utilise the agile technological surveillance to train their partners into compliance. In the early part of their relationships, the participants readily allowed their partners access to their mobile phones without suspicion or resentment. Subtly and with time, the women were routinely expected to share the information contained on their mobile phones. The demands were repeated and progressively increased in terms of their restrictions and expectations. The women described how their partners monitored their movements and controlled their social interactions through implicit and explicit threats which were reinforced by displays of power, often in the form of physical assaults. 

In these ways, the participants in this study were trained to predict their abusive partner’s wants and become efficient ‘machines’ (Foucault, 1991). Their sense of agency and autonomy seemed to decrease as the pervasive pattern of surveillance left them afraid to disobey. They stopped going out, avoided contacting people and disconnected phone calls at the sight, or even thought, of their partners. They constantly looked over their shoulders, convinced their partners were everywhere, all-seeing, and all-knowing. Because of this permanent visibility they felt entrapped and worn down by the persistent infringements to their independence and conformed to the unwritten and often unstated rules until they became ‘docile bodies’ (Foucault, 1991). The women constricted their behaviours and adapted to the abusive partner’s rules and norms.  Since they could not know when he might be watching they began to monitor themselves and self-regulate, even at a distance, when they could not be seen, or when they were surrounded by a crowd.  

As we saw through the above examples, Suzie’s eventual reaction to constant accusations of being unfaithful when she socialised outside the home was to give up leaving the house, so she was beyond criticism. She had reframed this in her own mind as ‘choosing’ to stay at home, but this was a choice made through ‘thin agency’ – a highly restrictive context, characterized by few viable alternatives (Klocker, 2007). Donna still kept a tissue over the lens more than two years later, uncertain about whether or not she was being watched. When Francesca voluntarily recorded the traffic jam to send to her partner, when she was late home due to problems with traffic, she had become a docile body who operated as her partner wished even without his request.  

Resistance
It is important and encouraging to recognise that this adaption to the will of the abuser was not permanent for the women in this study.  All had left their partners and moved to live in a refuge, but some participants did more than this. Donna and Peaches took their former partners to court and others found ways to ‘rebel’ against the pressure to conform to perpetrator norms despite obvious negative consequences. 
When we got to the point that I was just like, Okay, it’s not one rule for you, one rule for me; you can’t have my phone if I can’t have your phone… Okay, fuck it. Yeah, I’m just going out and do what I’m doing (Caprice).
Eventually, Joanna’s surveillance became so intense and her yearning for freedom so overwhelming, she would tell her abusive partner that she was alone when in fact she was visiting friends. Joanna explained how the need for autonomy outweighed the inevitable physical harm he would impose on her as a consequence of her unwillingness to comply with his rules. 
“Literally he would call me and call me and call me so there came a time I would stop answering the phone because I knew that I wouldn’t be free ….. I knew I had to answer (.) for it, had to answer for it later, but at that time I don’t want to answer it [the phone]”
Matilda found ways to communicate with friends and family when she was separated from her husband, even if only for a short time; 
He just go to the shop for 10 minutes, 20 minutes sometimes and that time I call people.  Most of the time I give missed call and people can call me, because at this time I don’t have in-laws and anyone [controlling her] and I’m free you know.  That time I miss call and people will call me.
At the end of the relationship and several months after the most recent violent assault, Matilda woke and decided, “enough was enough”.  Without understanding why and with no pre-planning she left the house and contacted the police at 7.30 am. 
I was outside I call the police, the police came I said I am here, I said I want to go out (leave the relationship), just take son and take passport to go out of this house. The (police) man say ok but the woman was saying what happen [sic] today what’s happened, I said nothing happened today, nothing, but I want to go out.  Six month ago, he beat me like this…I didn’t think that I am coming out I just [pause] at 7.30 I think I am coming out….yes, enough is enough…
This passive state was, then, temporary for these participants at least. They resisted the abuse both in the short term by accepting the consequences of flouting the rules or more permanently through escaping their relationships and working with the authorities to secure a prosecution. Recognising such resistance to abuse is important when working with survivors of domestic abuse as it acknowledges their agency and provides markers of resilience which can be built with them to enhance future safety and wellbeing.

[bookmark: _Toc2609050][bookmark: _Toc4444122][bookmark: _Toc10117145]Conclusion
The diverse capabilities of mobile phones facilitated a form of agile technological surveillance which enabled the perpetrators to erect a modern Panopticon in the minds and experiences of the women in this study.  However, unlike Bentham’s original Panopticon, this new prison was no longer limited to confined to material spaces because the scope of a mobile phone-powered Panopticon has no physical limits. Survivors can be out and about, participating in family, work, and community life, but still monitored and controlled by their abusive partners. Through gradual, subtle, and imperceptible training, these women (at the time of their abuse) became efficient machines conforming to the abusers’ demands until they were reduced to docile bodies. 

The COVID-19 lockdown and its impact on domestic abuse has largely focussed on the risks posed to women and children who have been living with perpetrators of domestic abuse.  Little thought has yet been given to women and girls are separated from their partners or who, during lockdown, have only been encountering their abusers virtually.  Whether or how they have been trained by their abusers and might themselves have become efficient machines in the ways revealed by this study has not been considered. Nor has the idea that they may already be docile bodies expecting to be monitored and controlled and ‘willing’ to comply with perpetrator demands, even when physically distant from him, been explored. Future impacts of the pandemic, including the frequency and intensity of lockdowns remain unclear, but it is important to consider the role of agile technological surveillance during these times and what the ‘new normal’ will look like for these women and girls. 

Acknowledgments
We gratefully acknowledge the contribution of Dr Lel Meleyal and Dr Tish Marrable who were co-supervisors at various stages of this doctoral research.
























References
Choi, S. (2016). The flipside of ubiquitous connectivity enabled by smartphone-based social networking service: Social presence and privacy concern. Computers in Human Behavior, 65(3), 325–333. https://doi.org/10.1016/j.chb.2016.08.039
Cook, S. L., & Goodman, L. A. (2006). Beyond Frequency and Severity: Development and Validation of the Brief Coercion and Conflict Scales. Violence Against Women, 12(11), 1050–1072. https://doi.org/10.1177/1077801206293333
Dimond, J. P., Fiesler, C., & Bruckman, A. S. (2011). Domestic violence and information communication technologies. Interacting with Computers, 23(5), 413–421. https://doi.org/10.1016/j.intcom.2011.04.006
Douglas, H., Harris, B. A., & Dragiewicz, M. (2019). Technology-facilitated Domestic and Family Violence: Women’s Experiences. The British Journal of Criminology, 59(3), 551–570. https://doi.org/10.1093/bjc/azy068
Dragiewicz, M., Burgess, J., Matamoros-Fernández, A., Salter, M., Suzor, N. P., Woodlock, D., & Harris, B. (2018). Technology facilitated coercive control: domestic violence and the competing roles of digital media platforms. Feminist Media Studies, 18(4), 609–625. https://doi.org/10.1080/14680777.2018.1447341
The Fawcett Society. (2018) Sex Discrimination Law Review Executive Summary. The Fawcett Society. https://www.fawcettsociety.org.uk/Handlers/Download.ashx?IDMF=1f3c13a4-2112-48db-9569-eadc6741f317
Foucault, M. (1991) Crime and punishment: the birth of the prison. Penguin. London
Hall, J. (2017). The experience of mobile entrapment in daily life. Journal of Media Psychology, 29(3), 148–158. https://doi.org/10.1027/1864-1105/a000228
Hamberger, L. K., Larsen, S. E., & Lehrner, A. (2017). Coercive control in intimate partner violence. Aggression and Violent Behavior, 37, 1–11. https://doi.org/10.1016/j.avb.2017.08.003
Harris, B. A., & Woodlock, D. (2019). Digital Coercive Control: Insights From Two Landmark Domestic Violence Studies. The British Journal of Criminology, 59(3), 530–550. https://doi.org/10.1093/bjc/azy052
Havard, T. E., & Lefevre, M. (2020). Beyond the power and control wheel: How abusive men manipulate mobile phone technologies to facilitate coercive control. Journal of Gender-Based Violence, 4(2), 223–239. https://doi.org/10.1332/239868020X15850131608789
Havard, T. E. (2019). Beyond Proximity: the Covert Role of Mobile Phones in Maintaining Power and Coercive Control in the Domestic Abuse of Women. ProQuest Dissertations Publishing.
Pence, E., & Paymar, M. (1993) Education groups for men who batter: the Duluth model.  New York. Springer publishing company.
Short, E., & McMurray, I. (2009). Mobile Phone Harassment: An Exploration of Students’ Perceptions of Intrusive Texting Behavior. Human Technology, 5(2), 163–180. https://doi.org/10.17011/ht/urn.200911234469
Stark, E. (2007). Coercive control how men entrap women in personal life. Oxford University Press.
Statista. (2021). Number of smartphone users worldwide from 2016-2021. https://www.statista.com/statistics/330695/number-of-smartphone-users-worldwide/
Williamson, E. (2010). Living in the world of the domestic violence perpetrator: negotiating the unreality of coercive control. Violence against Women, 16(12), 1412–1423. https://doi.org/10.1177/1077801210389162
Woodlock, D. (2013). SmartSafe: Technology -facilitated stalking: findings and recommendations from the SmartSafe project. Domestic Violence Resource Centre Victoria, Collingwood. Available from https://www.dvrcv.org.au/sites/default/files/SmartSafe_0.pdf  [accessed 17th August 2021]. 
Woodlock, D., McKenzie, M., Western, D., & Harris, B. (2019). Technology as a Weapon in Domestic Violence: Responding to Digital Coercive Control. Australian Social Work, 72(4), 1–13. https://doi.org/10.1080/0312407X.2019.1607510









